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MPAC Municipal and Stakeholder Relations Team
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Carmelo Lipsi, Vice-President, Valuation & 
Customer Relations & Chief Operating Officer

Chris Rickett, Director, Municipal and 
Stakeholder Relations

Local Support in your Community
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2020 Assessment Update

Earlier 
valuation date

Accurate data
Early 

engagement
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Earlier Valuation Date
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Accurate Data 
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Sales investigations

Building permits

Requests for 
Reconsideration/Appeals

MPAC-initiated reviews

Neighbourhood 
realignments

Financials & financial 
returns

Planning Services
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Early Engagement
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What to Expect 
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How we support you
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Service Level 
Agreement
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• Severance/Consolidations

• Supplementary/Omitted 
Assessments
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Key Improvement Areas



© MPAC

Appeals
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Connect with Us
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IT Security
Stuart Irvine, Director, IT Security



© MPAC

MPAC’s Security Journey

• Dedicated security team

• Develop a culture of security first – DevSecOps

• Work towards ISO 27001 certification

• Leverage commercial applications and open source tools
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Security with a limited budget
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Top ten items 
to improve 
security

1. Passphrases
2. Multi Factor Authentication (MFA)
3. End user security awareness training
4. External email identifier 
5. Onboarding and offboarding process
6. Patching
7. Open source security tools
8. Security frameworks
9. USB storage devices
10. Security information threat feeds
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Passwords and Passphrases
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“abcdefg” 7 characters

“abcdefgh” 8 characters

“abcdefghi” 9 characters

“abcdefghij” 10 characters

“abcdefghijk” 11 characters

“abcdefghijkl” 12 characters

Passwords and Passphrases

.29 milliseconds

5 hours

5 days

4 months

1 decade

2 centuries
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Multi Factor Authentication (MFA)
Multifactor Authentication
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End User Awareness Training
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End user security awareness training

• What is malware

• Phishing

• Social engineering

• Mobile devices

• Social media and being safe online

• Passwords and authentication

• Removable media
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External email identifier

• Helps identify external threats

• Reduce phishing attacks
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On/Off Boarding Process
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Operating System and Application Patches
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Open Source Security Tools
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Open source security tools

• Kibana and PDQ – Open source solutions



© MPAC 28

Security frameworks
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USB Storage Devices
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Security Information and Threat Feeds
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Security information/threat feeds
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Questions
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